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WEB page operation manual

This manual mainly describes the WEB page of ALL-SGI8016PM switch.

The WEB page is managed against the switch. This manual is only a brief introduction to
the operation of each WEB page,

This manual mainly includes the following contents:
1. Overview of WEB pages

2. WEB page introduction

l. Overview of WEB pages

1. Features of WEB access

It is switch provides Web access for users.Users can access the switch through a Web
browser to manage and configure the switch.The main features of WEB access are:

® easy to access: users can easy access to anywhere from the network switch.

® users can use familiar with Firefox, Google Chrome, Oprea and Microsoft Internet
Explorer (version 8.0 and above), and other browser to ALL-SGI8016PM switche
to visit the WEB page of a WEB page in the form of graphics and tables presented

to the user.

® |t is switch provides a rich WEB page, the user can through the WEB page for the
most part facing the switch function configuration and management.

® The classification and integration of WEB page functions facilitates users to find

relevant pages for configuration and management.

2. System requirements for WEB browsing

The system requirements for Web browsing are shown in Table 1.



Table 1:

Hardware System requirements
and

software

The CPU Pentium 586 and above
memory More than 128 MB

The More than 1024 x768
resolution of

the screen

color More than 256 colors

The browser | Internet Explorer 8.0 or above or Firefox or Google Chrome or

Opera, etc
The Microsoft® Windows XP ®Windows Vista®/ Windows
operating 7®/Windows 8®, Linux, Unix and other operating systems

system

Note:

Microsoft®, Windows XP ®, Windows Vista®, Windows 7®, Windows 8® are
registered trademarks of Microsoft Corporation. All other product names, trademarks,

registered trademarks and service marks are copyrighted by their respective owners.

3. Login the WEB browsing session

Before starting a Web browsing session, the user needs to confirm:

® K have IP configuration on the switch, by default, the switch is 192.168.2.1 VLAN1
interface IP address,

® The subnet mask is 255.255.255.0.

® KX have a 7-day host connected to the Internet, with Web browser and the host to
PING switches.

® [ after completion of above two tasks in the address bar of the browser the
address of the input switches and press enter to enter the switch after login Web
page, as shown in figure 1.You can access the Web only if you enter the correct

password. The default user is admin and the default password is admin.



4. Basic composition of WEB pages

As shown in Figure 2, a WEB page is mainly composed of four parts: the title page,

the category navigation page, the menu page, and the home page.

System Information

1-Minutes 21-Secends
(Format: 2012/12/01 01:01:01)

Refresh| | Apply Help

javascript:OpenMenu('1',",

Figure 2 The basic components of the switch WEB page

The title page is used to display the logo, as well as the real-time port status, as shown

below

The green light indicates that the port is connected;
The gray light indicates that the port is not connected;
The red light indicates that the port is closed

The classification navigation page is the functional classification entry of WEB. Users can
click a button to view the corresponding classification menu. On the right side of the

page is the model version of the switch and the login user name.

The menu page displays the category menu selected by the user from the category
navigation page, which may have a first-level or second-level menu. Click the menu item

to open the corresponding page.

The main page is used to display the page that the user selects from the menu page.



5. Page button introduction

There are some common buttons on the page, and the functions of these buttons are

generally the same. Table 2 describes the functions of these buttons.

Table 2:

button role

The refresh Update all fields on the page

application Put the updated value in memory. Because error checking is
done by the Web server
Ok, so there is no error checking before the user selects the
button

delete Delete current record

help Open the help page and view the configuration
instructions for each page

6. Error messages

If the switch's WEB server fails while processing a user request, an error message is

displayed in a dialog box. For example, Figure 4 shows an error message dialog box.

Figure 3: Error message page

7. Entry field

Some pages have an entry field at the beginning, as shown in Figure 5, through
which different entries can be accessed.When you select a value for the entry field, the
corresponding information for that row is displayed on the page, and the contents of

that row, also known as the active row, are edited.
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Figure 4 Entry domain page

Il. WEB page introduction

The WEB pages of the ALL-SGI8016PM switch is organized into groups, each
consisting of one or more WEB pages. Each page is described one by one.

1. System configuration

(1) System information page

Figure 5 is the system information configuration page, through which users can
configure and view the system information of the switch.

Product model: Product model description of the switch

Firmware version information: the current firmware version used by the switch
Bootrom version information: The current version of Bootrom used by the switch
Benchmark MAC address: The benchmark MAC address of the switch

Serial number: The serial number of the switch

Serial port Baud rate: the serial port Baud rate used by a switch

System startup time: the time from switch startup to the present

System clock (modifiable) : The current clock of the system, which requires input of



year, month, day, hour, minute, and second parameters
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Figure 5 basic Information page

(2) IP address configuration page

Figure 6 is the IP address configuration page. Users can configure the IP address,
subnet mask and gateway address of the switch through this page. The management
VLAN defaults to 1 and cannot be modified.
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Figure 6 IP address configuration page

(3) User management page



Figure 7 is the user management page, through which user information can be
configured. The default user of the switch is ADMIN, which cannot be deleted, but the

password can be changed.

FORT AR SECURITY  WILTICAST ~RELTABTLITY  ADVANCED LS Switch 1.1.5

User Management

Jser Name

Refresh| | Apply Help

[ Item [ User hame | User Level [ Operation |
[ T 1 ST | PG 1

68.0.1/protected/enUserCfg.do

Figure 7 user administration page

(4) SNMP common body configuration page

Figure 8 is the CONFIGURATION page for SNMP shareware. This page allows users to
configure the name and read/write permission of the shareware of the switch. A total of

8 entries can be configured.

By default, the switch has a shared-body with the public name, which is
read-only.When the switch needs network management through SNMP, it needs to

configure a common body of readable and writable permissions.

A configured shareware cannot be modified, nor can it be added with a duplicate
name. You can, however, click the appropriate delete link to remove the Commons and

reconfigure it.
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Figure 8 SNMP Common body Configuration page

(5) CONFIGURATION page of SNMP TRAP

Figure 9 is the SNMP TRAP configuration page, which allows users to configure the IP
address of the workstation receiving TRAP messages as well as some parameters of the
TRAP protocol package.

Enter the TRAP name, TRAP server IP address, and select the version number. After
submission, if the configuration is successful, the SNMP TRAP function will play a role.
Once the Link up or Link down occurs, the switch will automatically send TRAP packets to
the target address.

Configured TRAP targets cannot be modified, nor can they be added with duplicate
names.However, you can click the corresponding delete link to remove the TRAP target
and then reconfigureit.
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Figure 9 SNMP TRAP configuration page

(7) Log information

Figure 10 is the log information page, where users can view the log.Select a priority

from the drop-down list to view the logs at that level, and click Refresh to view the most

recently recorded logs.

frorty i v [Refesn | Fioo |

68.0.1/protected/enLoginfo.do

Figure 10 Log information page

2. Port configuration

(1) Port basic configuration page

Figure 11 is the basic port configuration page.This page allows users to enable or

disable ports, set port rates and streaming, or view basic information about all ports.

To modify the port configuration, the user needs to check on the left side of the
corresponding port, or use the "all check" function. The selected port will be displayed at
the top of the page, with successive ports represented by connection Numbers.After
successful setup, the selected port will be configured with the same parameters.The list

on the page shows configuration information for all ports.
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Figure 11 port configuration and port display page

(2) Port statistics page

Figure 12 is the port statistics page.The page lists the number of sent packets, sent

bytes, received packets, received bytes, error packets, and dropped packets for all ports.

Port Send Packets Hum Send Octets Num W Wum Ervor Packets Hum chets um
] ]

[l [} 0 0
1745 425171 282 10528

wamesl | baip

192168 0.1/protected/enPortStatistics.do

Figure 12 port statistics page

(3) Port storm suppression page

Figure 13 shows the port storm suppression page.This page is used to configure the

port to suppress broadcast packets, multicast packets, and DLF packets.



Check the left side of the corresponding port, or select the port with the "select all"
function to open and close the broadcast suppression, multicast suppression and DLF
suppression of the port.The inhibition rate type item and the inhibition rate item were
used to select the inhibition rate type and value to be configured, with the inhibition rate
ranging from 1 to 1024,000, in kbits.The inhibition rates of port broadcast inhibition,
multicast inhibition and DLF inhibition can be independently configured.The list on the

page shows configuration information for all ports.
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Figure 13 Broadcast storm suppression page

(4) Port speed limit page

Figure 14 shows the port speed limit page.This page is used to configure the port

access speed limit.

Check the left side of the corresponding port, or select the port by using the "select
all" function. The speed limit of inlet/outlet port can be opened separately by checking
the box. The speed limit range is 1-1024000 and the unit is Kbits.The list on the page

shows configuration information for all ports.
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Figure 14 Port speed limit page

(5) Link aggregation configuration page

Figure 15 shows the link aggregation configuration page.The page lists all ports

vertically and all aggregation groups horizontally. To add a port to an aggregation group,

click the radio box at the intersection of the row and column, and select the aggregation

method at the bottom of each aggregation group.To cancel the aggregation

configuration for the specified port, click the leftmost radio box for the port.
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=4 Port Confiqueation

) Common Configuration
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11 SHMP Configuration
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1) QDS Configuration
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1 AAA Configuration
%11 MSTP Configuration
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11 GMRP Conliguration
1) EAPS Canfiguration

in Trunk Mothod Ao Con Port
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Member Port ==
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o
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pe1/24 v
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Figure 15 Link aggregation configuration page

(6) Port mirroring configuration page




Figure 16 shows the port mirroring configuration page, which allows users to
configure port mirroring.Port mirroring is used to listen on the output port of the
mirrored output port and the input port of the mirrored input port. Only one mirrored
port can be selected, while multiple mirrored output ports and mirrored input ports can
be selected. To configure, select a mirrored port, and select "not mirrored" to cancel the
mirroring configuration.Then select the mirrored port and direction from the other
ports.When selecting the incoming port in the direction of listening, the incoming port
means listening for the received packets, the outgoing port means listening for the sent

packets, and all the sent and received packets are monitored by checking the box.

SYSTEN m VLAN SECURITY NULTICAST  RELIABILITY  ADVANCED TOOLS Switch 1.7.5

ation PORT->Port Mirror

isten Port unset v

® Storm Control Port Listen Direction Port Listen Direction

1 recieve | transmit 2 recieve | transmit
3 recieve | transmit 4 recieve || transmit
5 recieve | transmit 6 recieve | transmit
7
9

B ort Mk aor recieve | transmit 8 recieve _ transmit

recieve | transmit 10 recieve  transmit
1 recieve | transmit 12 recieve  transmit
13 recieve | transmit 14 recieve | transmit
15 recieve | transmit 16 recieve || transmit

17 recieve | transmit 18 recieve | transmit
19 recieve | transmit 20 recieve - transmit
21 recieve | transmit 22 recieve . transmit

23 recieve | transmit 24 recieve | transmit

25 recieve ' transmit 26 recieve ' transmit
27 recieve ' transmit 28 recieve | transmit
jAttention: select the unset option and click the button Apply to delete the configuration.

Refresh Apply Help

Figure 16 port mirror configuration page

3. VLAN configuration

(1) VLAN configuration page

Figure 17 is the VLAN configuration page.This page allows the user to create vLANs
and display information for all VLAns.

If you want to create a new VLAN, type the VID on the active line, ranging from 2 to
4094.The switch creates VLAN1 by default, and VLAN1 cannot be deleted.

To delete a VLAN, click the corresponding delete link in the VLAN list.Click the Delete
All button to delete all vLAns except VLAN1.

The VLAN list shows all vLARs that have been created and identifies each VLAN port
member. A port can be either a VLAN member, tagged member of the VLAN, or an
untagged member of the VLAN.The characters in front of the port of the page mean the

following:



T Tagged this port is a tagged member of the VLAN

U Untagged port is an untagged member of this VLAN
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[U] untagged member of VLAN; [T] tagged member of VLAN

VLAN ID Member Operation
(U] : 1-28
1 i [

Pagel / 1

| Previoug Next |

Figure 17 VLAN configuration page

(2) Access port configuration page

Figure 18 is the Access port configuration page, showing and configuring the port
Access mode and the VLAN to which it belongs.The page is divided into two parts: port
list and VLAN list. Hover the mouse over the port to see the VLAN mode of the port. Click
on a port to display/configure the VLAN of the port.If the port is in Access mode, its VLAN
is displayed when checked, and other VLANs are checked and applied, that is, the VLAN
that has changed the port.If the port is not in Access mode, the port is configured in
Access mode and the VLAN is set.Note that only one VLAN can be selected in Access
mode.
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Figure 18: Access port configuration page

(3) Trunk port configuration page

Figure 19 is the Trunk port configuration page, showing and configuring the port
Trunk mode and the VLAN to which it belongs.This page is divided into two parts: the
port list and the VLAN list. The operation of the port part can be referred to the second
section (Access port configuration page).If the port is in Trunk mode, its VLAN is displayed
when checked, and other VLAnNs are selected and applied, that is, the VLAN that has
changed the port.If the port is not in Trunk mode, the port is configured in Trunk mode
and the VLAN is set.Vlans are selectable in Trunk mode. When you need to select a
continuous set of VLARs, select the first one, hold down the Shift key, and then select the

last one.
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Figure 19. Trunk port configuration page

(4) Hybrid port configuration page

Figure 20 is the Hybrid port configuration page, showing and configuring the port
Hybrid mode and the VLAN to which it belongs.This page is divided into two parts: the
port list and the VLAN list. The operation of the port part can be referred to the second

section (Access port configuration page).lf the port is Hybrid mode, its VLAN is displayed
when selected, and other VLANs are selected and applied, that is, the VLAN that has
changed the port.If the port is not Hybrid mode, after configuration, the port is changed
to Hybrid mode and the VLAN is set.Tagged VLAN and untagged VLAN can be selected in
any number, but only one of the three modes can be selected for a VLAN. If a VLAN is
configured with tagged VLAN, the VLAN cannot be designated as the default VLAN or
untagged VLAN, and so on.
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Figure 20 The Hybrid port configuration page

4. Safety configuration

(1) MAC configuration

MAC address manual binding page

Figure 21 is the MAC binding configuration page.This page is used to bind the port



to the MAC address.

The MAC item on the page is used to enter the bound MAC address, and the VLAN ID
item is used to enter the VLAN to which the MAC address belongs.
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Figure 21. The MAC address is manually bound to the page

MAC address automatic binding page

Figure 22 shows the MAC address auto-binding page.This page is used to implement
automatic port binding for MAC addresses.

Displays the existing dynamic MAC address and VLAN of the port in the second layer

hardware transfer.You can select the entries
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and convert them to static bindings.



Figure 22. The MAC address automatically binds the page

MAC address filtering configuration page

Figure 23 is the MAC address filtering configuration page.This page is used to
configure port filtering for MAC addresses.

The MAC entry on the page is used to enter the filtered MAC address, and the VLAN
number entry is used to enter the VLAN to which the MAC address belongs.
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Figure 23. MAC address filtering configuration page

(2) ACL configuration

Standard IP group ACL page

Figure 24 is a standard IP group ACL page that allows users to create a rule base for
the ACL standard IP.The user can select an ACL group number (ranging from 1-99, or
1300-1999) and create one or more rules in that group.The only fields that can be

matched in a rule are the source IP address (with a mask).



1 3 5 7 9 H 13 15 7 19 2 23 3 E link up
FAEARE [EEDE [EEE @S il
FEFEFE FEFEFEE FAEEEEEE ] aisatie
2 4 6 8 10 12 14 16 18 20 2 24 % 28 -
SYSTEM PORT VLAN MULTICAST = RELIABILITY  ADVANCED TOOLS Switch 1.7.5
MAC SECURITY->ACL->ACL Based Source IP
ACL Based Source IP
® ACL Based Source IP JACL Group ID | [Fitter |deny
Source IP Address | [source wildeard |
= ACL Based Extended IP
|Attention: Wildcard should be the format such as 0.0.0.255.
® ACL Based MAC IP
Refresh Apply Delete Help
® ACL Based MAC ARP
= ACL Group Select All ACL Group ID Filter Source IP Address Source Wildcard

® ACL Resource
AAA

Safe Management

192.168.0.1/protected/naviree do###

Figure 24. The standard IP group ACL page

When a user configures a rule, the source IP address needs to be masked so that the
rule can match the set of IP addresses.The address mask is represented by an inverse code.

If the rule matches the IP address range 192.168.0.0 to 192.168.0.255, then the IP address
can be

192.168.0.1, and its mask is.255.0.0.0
When users configure rules, each rule must have a filtering mode: allow or deny.

When a user creates a rule in a rule group, the system will automatically give the rule
a rule number. When a rule in a rule group is deleted, the system will automatically sort
the rules in a rule group if the other rules remain unchanged. To delete the entire rule
group, the user selects all of them and then clicks the delete key.

Extend THE IP group ACL page

Figure 25 shows the extended IP group ACL page, where a user can create a rule base
for an ACL extension IP.The user can select an ACL group number (ranging from 100 to
199, or 2000 to 2699) and create one or more rules in that group.The fields that can be
matched in a rule are the active IP address (with mask), the destination IP address (with
mask), the protocol type (such as ICMP, TCP, UDP, etc.), the source and destination ports
(valid for TCP and UDP protocols only), and the TCP control flag.
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Figure 25 extends the IP group ACL page

When a user configures a rule, both the source IP address and the destination IP
address need to be masked so that the rule can match the set of IP addresses.The address
mask is represented by an inverse code. If the rule matches the IP address range
192.168.0.0 to 192.168.0.255, the IP address can be 192.168.0.1 and its mask is.255.0.0.0

When users configure rules, each rule must have a filtering mode: allow or deny.

When a user creates a rule in a rule group, the system will automatically give the rule
a rule number. When a rule in a rule group is deleted, the system will automatically sort
the rules in a rule group if the other rules remain unchanged. If the user wants to delete

the entire rule group, he can select all of them first and then press the delete key.

MAC IP group ACL page

Figure 26 shows the MAC IP group ACL page, where a user can set up a rule base for
the ACL MAC IP.The user can select an ACL group number (ranging from 700 to 799) and
create one or more rules in that group.The fields that can be matched in a rule are the
active MAC address (with the address matching bit), the source IP address (with the
address matching bit), and the destination IP address (with the address matching bit).
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Figure 26. The MAC IP group ACL page

When a user configures a rule, the source MAC address, the source IP address, and
the destination IP address all need address matching bits. The rule can match the set of
MAC addresses and IP addresses.For example, if the rule matches the IP address range
192.168.0.0 to 192.168.0.255, the IP address can be 192.168.0.1 and its mask is.255.0.0.0

When users configure rules, each rule must have a filtering mode: allow or deny.

When a user creates a rule in a rule group, the system will automatically give the rule
a rule number. When a rule in a rule group is deleted, the system will automatically sort
the rules in a rule group if the other rules remain unchanged. If the user wants to delete

the entire rule group, he can select all of them first and then press the delete key.

MAC ARP group ACL page

Figure 27 shows the ACL page for the MAC ARP group, where the user can set up a
rule library for the ACL MAC ARP.The user can select an ACL group number (ranging from
1100 to 1199) and create one or more rules in that group.The fields that can be matched

in a rule are the ARP operation type, send MAC address (with address matching bit), and
send IP address (with address matching bit).
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Figure 27. The MAC ARP group ACL configuration page

When a user configures a rule, the MAC address and the IP address both need to be
matched with address matching bits. The rule can match the set of MAC addresses and IP
addresses.For example, if the rule matches the IP address range 192.168.0.0 to
192.168.0.255, the IP address can be 192.168.0.1 and its mask is.255.0.0.0

When users configure rules, each rule must have a filtering mode: allow or deny.

When a user creates a rule in a rule group, the system will automatically give the rule
a rule number. When a rule in a rule group is deleted, the system will automatically sort
the rules in a rule group if the other rules remain unchanged. If the user wants to delete

the entire rule group, he can select all of them first and then press the delete key.

Port application ACL page

Figure 28 is the port application ACL page, through which a user can select an ACL
group for a port, write the rules in this ACL group into the port hardware logic, and cause

the port to perform ACL filtering on the received packets based on these rules.

When selecting the ACL group on the port, you can select the IP Standard, IP
extension, MAC IP, and MAC ARP ACL groups. The selected ACL group must exist. Select
from the LIST of ACL rule groups and press the add key.When deleting an ACL group,

select an ACL group from the list of referenced rule groups and press the delete key.
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Figure 28 applies the ACL page on port 28

ACL configuration information page

Figure 29 is the ACL configuration information page, which displays information

about all the rules and references configured in the current ACL.
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Figure 29 ACL configuration information page

(3) AAA configuration

AAA global configuration page



Figure 30 is the AAA global configuration page. Users can configure information

related to AAA. Information that can be set includes:

® XK whether start the 802.1 x protocol, when doing the authentication billing
must start the 802.1 x protocol.

® KX Whether open authentication function again, not opened by default, when
doing the authentication billing according to the actual situation to
decide.Turning on recertification will make the user more reliable when
using authentication billing, but will increase the traffic on the network
slightly.

® K Set to certification time interval, only in the case of authentication is
enabled again, the default is 3600 seconds, when doing the authentication
billing according to the actual situation to set the value, but the value is not
too small.

® The IP address of the RADIUS server, which must be set when doing
authentication billing.

® [ Spare the RADIUS server IP address, if you have spare the RADIUS server can
set this field.

® [ Shared secret key, which is used to set the switch between the Radius server
and the encryption of the Shared password, when doing the authentication
billing must set this field, and to set the Radius server.

® KX Whether to start charging, the default is to start, when doing the

authentication billing to start pricing in general.
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Figure 30 The AAA global configuration page



AAA port configuration page

Figure 31 is the AAA port configuration page, through which users can configure the
authenticated port mode and the maximum number of supported hosts, and view the
configuration of each port.To modify the PORT AAA configuration, users need to check
on the left side of the corresponding port, or use the "all select" function. The selected
port will be displayed at the top of the page, with successive ports represented by
connection Numbers.After successful setup, the selected port will be configured with the
same parameters.The AAA port mode includes four types: N/A status, Auto status,
Force-Authorized status, and Force-UNAUTHORIZED status.When A port needs to be
authenticated by 802.1x, the port should be set to Auto state. If the network can be
accessed without authentication, the port should be set to N/A state. The other two states

are rarely used in practical applications.
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Figure 31. AAA port configuration page

When doing 802.1X authentication, the default port access maximum number of

hosts is 256, users can modify this field, can support up to 256.

AAA user information page

Figure 32 is the AAA user information page, through which users can view the status

information of all users accessed under a certain port.
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Figure 32 AAA user information page

(4) This machine manages security configuration

Manage permission configuration page

Figure 33 is the administrative permissions configuration page, through which
administrators can control the network management services TELNET, WEB, and SNMP,
enable or disable these services, hook these services up to the IP standard ACL groups,
enforce source IP address control, and control host access to these services.

By default, the TELNET, WEB, and SNMP services of the switch are turned on without
ACL filtering, meaning that all hosts can access these three services of the switch.If the
administrator does not want to provide one or more of these services to other users for
security reasons, he can turn off one or more of these services. If an administrator only
wants a particular host to have access to one or more of these services, ACL filtering can
be done for one or more of these services.When a service wants to do ACL filtering, the
service needs to be opened and an IP-standard ACL group (1-99) is selected, at which

point the ACL group must exist.

It is important to note that if the administrator controls the WEB service on this page
(such as turning off the WEB service) and the user can no longer use the WEB page, there
are other ways to log in to the switch and control the WEB service to enable the user to

use the WEB page (such as opening the WEB service).
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page

5. Multicast configuration

(1) IGMP SNOOPING Configuration

IGMP SNOOPING Configuration page

Figure 34 shows the IGMP SNOOPING Configuration page.Users can enable IGMP

Snooping through this page.
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Figure 34 IGMPSNOOPING Configuration page



Multicast group information page

Figure 35 is the multicast group information page, where users can view the IGMP
SNOOPING Group information.
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Figure 35 Multicast group information page

6. Reliability application

(1) Configuration of spanning tree

Spanning tree global configuration page

Figure 36 is the spanning tree global configuration page, where users can configure

the global spanning tree parameters.
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Figure 36 Spanning tree global configuration page

Spanning tree port configuration page

Figure 37 is the spanning tree port configuration page, through which users can view

the specific status of port MSTP.
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Figure 37. Spanning tree port configuration page

(2) ERPS configuration

ERPS pre-defined configuration page



Figure 38 is the ERPS predefined configuration page, which enables the ERPS
predefined configuration.When ERPS pre-configuration is enabled, you can specify the

node type: primary or transport node.

Specific predefined configuration: ERPS instance number is 1, ERPS in # 1, ring mode
is given priority to ring, agreement VLAN for VLAN3001, data VLAN for VLAN1, RPL port
of 51, rl port for 52, restoring behavior is recoverable, hold - off time of 0, guard time of
500 milliseconds, WTR time is 5 points, WTB time allows for 5 seconds, agreement

message sending time for 5 seconds.
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Figure 38. ERPS Predefined configuration page

ERPS instance configuration page

Figure 39 shows the ERPS instance configuration page through which an ERPS
instance can be configured.If the instance is not created, click the Apply button to create
and specify the role; When an instance is created but not yet associated with a ring, the
role can be modified; If an instance has been created and a ring is associated, it cannot be
modified.Click the delete button to delete the selected instance.Up to eight instances can

be configured.
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Figure 39. ERPS instance configuration page

ERPS ring configuration page

Figure 40 shows the ERPS ring configuration page through which the ERPS ring can
be created and configured.Select a ring. Click the Apply button when the ring is not
created to create the ring and set the configuration information. Once created, the
configuration information can be modified.Click the delete button to delete the selected
ring.Rings must be associated with only one instance, and a maximum of 32 rings can be

configured.When a ring failure is detected, click the manual restore button to restore.
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Figure 40. ERPS ring configuration page

ERPS information page



Figure 41 is the ERPS information page. Selecting the ring number will display the

configuration and status information of the relevant ERPS rings.
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Figure 41. ERPS information page

7. Advanced configuration

(1) Basic IP configuration

VLAN interface configuration page

Figure 42 is the VLAN interface configuration page, through which users can
configure the IP address of the interface, delete the IP address of the interface, and view

the interface information.
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Figure 42 VLAN interface configuration page

ALL-SG8B016PM switch has a VLAN1 interface by default, which cannot be deleted. A

VLAN can only be configured with one interface.

ARP configuration page

Figure 43 is the ARP configuration page, which can display all the ARP table
information of the switch. At the same time, users can configure static ARP entries, delete

ARP entries, and change dynamic ARP table entries to static ARP table entries through
this page.

When configuring a static ARP entry, the user enters the IP address and MAC address,
the MAC address must be a unicast MAC address, and then clicks the Apply button.

When the user is deleting an ARP entry, click the corresponding delete link in the list.
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Figure 43: ARP configuration page

Static route configuration page

Figure 44 is the static route configuration page, where users can add and remove
static routes of the switch.By default, the switch is not configured with static routing.
Users can configure the default route through this page, that is, the destination
address/subnet is prefixed with.0/0.0.0.0
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Figure 44 Static route configuration page

8. System tools

(1) Save the configuration page

Figure 45 shows the save configuration page.This page allows users to view the
current configuration of the switch.The save button stores the current configuration of
the system in a configuration file.Because storage operations require wiping the FLASH
chip, this can take some time.When the user has made a configuration on the page and
wants it not to be lost after restarting the switch, he must click the save button in the

current configuration page before exiting the page.
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Figure 45 saves the configuration page

(2) Backup configuration file pages

Figure 46 shows the backup configuration file page.This page allows the user to view
the initial configuration of the system.The initial configuration is essentially a
configuration file in FLASH, and when no configuration file exists in FLASH, the system
starts with the default configuration.Clicking the backup button will bring up a dialog

box. The user selects the directory path of the disk and saves the configuration file.The

default file name of the downloaded configuration file is switch.cfg.
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Figure 46 Backup configuration file page

(3) Restore the configuration file page

Figure 47 shows the restore profile page, where users can upload profiles to the
switch.Click the Browse button to select the directory path of the uploaded profile on the
PC.Click the Upload button to upload the configuration file. The suffix of the
configuration file must be *.cfg.Please do not click other pages or restart the switch
before the transmission result page returns; Otherwise, file transfer failure will result in

system crash.
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Figure 47 Restoring the profile page

(4) Software upgrade page

Figure 48 is the software upgrade page, through which users can upload image files
to the switch.Click the Browse button to select the directory path of the uploaded image
file on your PC.Click the Upload button to upload the image file, which must be supplied
by the manufacturer and the filename suffix must be *.img.Please do not click other
pages or restart the switch before the transmission result page returns; Otherwise, file
transfer failure will result in system crash.
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Figure 48 Software upgrade page

(5) Restore factory configuration page

Figure 49 shows the restore factory configuration page.This page allows the user to
delete a configuration file in FLASH to restore the factory configuration.Click the restore
factory configuration button, a dialog box will pop up, prompting the user whether to
confirm.After resuming the factory configuration, the switch will restart automatically to
make the factory configuration take effect. Please use the default factory IP address and

password when logging in next time.

el & 7 link up

% [=] link down
2 g [ disable
SYSTEM PORT VLAN SECURITY MULTICAST  RELIABILITY ADVANCED Switch 1.7.5
8 Save Configuration TOOLS->Upgrade
® Backup Configuration Click the View button to Select a upgrade file, the postfix of file must be *.ta Upgradd

r.gz. And then click the Upgrade button to upgrade.
® Restore Configuration

RS SRR Help
® Upgrade
Attention:
® Factory Reset 1. If the file restore happens, do not restart switch, cut off power or do anything else with the
Web page to avoid system crashes.
® System Restart 2. If operation fail, to re-upgrade before restart the switch.

3. Upgrade take effect when you restart the switch.
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Figure 49 Restoring the factory configuration page

(5) Restart the page

Figure 50 shows the restart page through which the user restarts the switch.When
the restart key is clicked, a dialog box will pop up, prompting the user to confirm
whether to restart the switch. If yes, press the OK key; otherwise, press the cancel key.

The Web page will no longer open on reboot.
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TOOLS->Factory Reset
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Attention:
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to log in.

2. Connection between PC and switch will break off while switch is restarting.

Figure 50. Restart the page



ALLNET GmbH Computersysteme declares that the device ALL-SGI8016PM is in
compliance with the essential requirements and other relevant provisions of
Directive 2014/30/EU. The Declaration of conformity can be found under this link:
http:/ce.allnet.de

ALLNET GmbH Computersysteme
Maistrasse 2
82110 Germering

Tel.: +49 (0)89 894 222 - 22
Fax: +49 (0)89 894 222 - 33
Email: info@allnet.de

(€

CE Marking is the symbol as shown on the top of this page. The letters "CE" are
the abbreviation of French phrase "Conformity European” which literally means
"European Conformity”. The term initially used was "EC Mark™ and it was officially
replaced by "CE Marking" in the Directive 93/68/EEC in 1993. "CE Marking" is
now used in all EU official documents.

This symbal an the product or on its packaging indicates that this product must not be disposed of
with your other household waste. Instead, it is your responsibility to dispose of your waste equipment
by handing it over it a designated collection point for the recycling of waste slectrical and electronic
equipment. The separate collection and recyding of your waste equipment at the time of disposal will
help to consenve natural resources and ensure that it is recycled in a manner that protects human
heaith and the enwironment. For more: information abut where you can drop off your waste equipment

I o recycing. please contact your local dity office, your household waste disposal service or the shop
where you purchased the product,

This recycle logo Indicates that this product is capable of being recycled, not that
the product has been recycled or will be accepted in all recycling collection
systems.

RoHS
CORBLART

The RoHS directive aims to restrict certain dangerous substances commonly used in electronic and
electronic equipment. This RoHS compliant symbol indicate the component is tested for the



http://ce.allnet.de/
mailto:info@allnet.de
http://www.rohscompliancedefinition.com/rohs-compliance-faq.html
http://www.rohscompliancedefinition.com/rohs-compliance-xrf.html

presence of Lead (Pb), Cadmium (Cd), Mercury (Hg), Hexavalent chromium (Hex-Cr),
Polybrominated biphenyls (PBB), and Polybrominated diphenyl ethers (PBDE). For Cadmium and
Hexavalent chromium, there must be less than 0.01% of the substance by weight at raw
homogeneous materials level. For Lead, PBB, and PBDE, there must be no more than 0.1% of the
material, when calculated by weight at raw homogeneous materials. Any RoHS compliant
component must have 100 ppm or less of mercury and the mercury must not have been
intentionally added to the component.

& Safety Warnings

For your safety, be sure to read and follow all warning notices and
instructions.

= Do not open the device. Opening or removing the device cover can expose
you to dangerous high voltage points or other risks. Only qualified
service personnel can service the device. Please contact your vendor for

further information.

Do not use your device during a thunderstorm. There may be a risk of

electric shock brought about by lightning.

Do not expose your device to dust or corrosive liquids.

Do not use this product near water sources.

Make sure to connect the cables to the correct ports.

Do not obstruct the ventilation slots on the device.



DISCLAIMER_OF_WARRANTY

This Program is free software; you can redistribute it and/or modify it under the terms of the GNU General

Public License as published by the Free Software Foundation; version 2 of the License.

This Program is distributed in the hope that it will be useful, but WITHOUT ANY WARRANTY; without even the
implied warranty of MERCHANTABILITY or FITNESS FOR A PARTICULAR PURPOSE. See the GNU General Public

License for more details.

You should have received a copy of the GNU General Public License along with this Program; if not, write to the

Free Software Foundation, Inc., 59 Temple Place, Suite 330, Boston, MA 02111-1307 USA.

The full text of the GNU General Public License version 2 is included with the software distribution in the file

LICENSE.GPLv2
NO WARRANTY

BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE, THERE IS NO WARRANTY FOR THE PROGRAM, TO THE
EXTENT PERMITTED BY APPLICABLE LAW. EXCEPT WHEN OTHERWISE STATED IN WRITING THE COPYRIGHT
HOLDERS AND/OR OTHER PARTIES PROVIDE THE PROGRAM "AS IS" WITHOUT WARRANTY OF ANY KIND,
EITHER EXPRESSED OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE. THE ENTIRE RISK AS TO THE QUALITY AND
PERFORMANCE OF THE PROGRAM IS WITH YOU. SHOULD THE PROGRAM PROVE DEFECTIVE, YOU ASSUME
THE COST OF ALL NECESSARY SERVICING, REPAIR OR CORRECTION. IN NO EVENT UNLESS REQUIRED BY
APPLICABLE LAW OR AGREED TO IN WRITING WILL ANY COPYRIGHT HOLDER, OR ANY OTHER PARTY WHO
MAY MODIFY AND/OR REDISTRIBUTE THE PROGRAM AS PERMITTED ABOVE, BE LIABLE TO YOU FOR DAMAGES,
INCLUDING ANY GENERAL, SPECIAL, INCIDENTAL OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OR
INABILITY TO USE THE PROGRAM (INCLUDING BUT NOT LIMITED TO LOSS OF DATA OR DATA BEING RENDERED
INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD PARTIES OR A FAILURE OF THE PROGRAM TO OPERATE
WITH ANY OTHER PROGRAMS), EVEN IF SUCH HOLDER OR OTHER PARTY HAS BEEN ADVISED OF THE
POSSIBILITY OF SUCH DAMAGES.

Written Offer for Source Code

For binaries that you receive from ALLNET GmbH Computersysteme on physical media or within the download
of the offered firmware that are licensed under any version of the GNU General Public License (GPL) or the GNU

LGPL, you can receive a complete machine-readable copy of the source code by sending a written request to:

ALLNET GmbH Computersysteme
Maistrasse 2

82110 Germering



Your request should include: (i) the name of the covered binary, (ii) the version number of the ALLNET product
containing the covered binary, (iii) your name, (iv) your company name (if applicable) and (v) your return
mailing and email address (if available). We may charge you a nominal fee to cover the cost of the media and
distribution. Your request must be sent within three (3) years of the date you received the GPL or LGPL covered

code. For your convenience, some or all of the source code may also be found at:

http://www.allnet.de/gpl.html

LICENSE.GPLv2
GNU GENERAL PUBLIC LICENSE
Version 2, June 1991

Copyright (C) 1989, 1991 Free Software Foundation, Inc. 51 Franklin Street, Fifth Floor, Boston, MA
02110-1301, USA Everyone is permitted to copy and distribute verbatim copies of this license document, but

changing it is not allowed.

Preamble

The licenses for most software are designed to take away your freedom to share and change it. By contrast,
the GNU General Public License is intended to guarantee your freedom to share and change free software--to
make sure the software is free for all its users. This General Public License applies to most of the Free Software
Foundation's software and to any other program whose authors commit to using it. (Some other Free
Software Foundation software is covered by the GNU Library General Public License instead.) You can apply it

to your programs, too.

When we speak of free software, we are referring to freedom, not price. Our General Public Licenses are
designed to make sure that you have the freedom to distribute copies of free software (and charge for this
service if you wish), that you receive source code or can get it if you want it, that you can change the software

or use pieces of it in new free programs; and that you know you can do these things.

To protect your rights, we need to make restrictions that forbid anyone to deny you these rights or to ask you to
surrender the rights. These restrictions translate to certain responsibilities for you if you distribute copies of the

software, or if you modify it.

For example, if you distribute copies of such a program, whether gratis or for a fee, you must give the recipients
all the rights that you have. You must make sure that they, too, receive or can get the source code. And you

must show them these terms so they know their rights.

We protect your rights with two steps: (1) copyright the software, and (2) offer you this license which gives you

legal permission to copy, distribute and/or modify the software.


http://www.allnet.de/gpl.html

Also, for each author's protection and ours, we want to make certain that everyone understands that there is no
warranty for this free software. If the software is modified by someone else and passed on, we want its
recipients to know that what they have is not the original, so that any problems introduced by others will not

reflect on the original authors' reputations.

Finally, any free program is threatened constantly by software patents. We wish to avoid the danger that
redistributors of a free program will individually obtain patent licenses, in effect making the program
proprietary. To prevent this, we have made it clear that any patent must be licensed for everyone's free use or

not licensed at all.

The precise terms and conditions for copying, distribution and modification follow.

GNU GENERAL PUBLIC LICENSE
TERMS AND CONDITIONS FOR COPYING, DISTRIBUTION AND MODIFICATION

0. This License applies to any program or other work which contains a notice placed by the copyright
holder saying it may be distributed under the terms of this General Public License. The "Program”,
below, refers to any such program or work, and a "work based on the Program" means either the
Program or any derivative work under copyright law: that is to say, a work containing the Program
or a portion of it, either verbatim or with modifications and/or translated into another language.
(Hereinafter, translation is included without limitation in the term "modification".) Each licensee is
addressed as "you".
Activities other than copying, distribution and modification are not covered by this License; they are
outside its scope. The act of running the Program is not restricted, and the output from the Program
is covered only if its contents constitute a work based on the Program (independent of having been

made by running the Program). Whether that is true depends on what the Program does.

1. You may copy and distribute verbatim copies of the Program's source code as you receive it, in any
medium, provided that you conspicuously and appropriately publish on each copy an appropriate
copyright notice and disclaimer of warranty; keep intact all the notices that refer to this License and
to the absence of any warranty; and give any other recipients of the Program a copy of this License
along with the Program.

You may charge a fee for the physical act of transferring a copy, and you may at your option offer

warranty protection in exchange for a fee.

2. You may modify your copy or copies of the Program or any portion of it, thus forming a work based
on the Program, and copy and distribute such modifications or work under the terms of Section 1
above, provided that you also meet all of these conditions:

a) You must cause the modified files to carry prominent notices stating that you changed the files
and the date of any change.

b) You must cause any work that you distribute or publish, that in whole or in part contains or is derived
from the Program or any part thereof, to be licensed as a whole at no charge to all third parties

under the terms of this License.



¢) If the modified program normally reads commands interactively when run, you must cause it, when
started running for such interactive use in the most ordinary way, to print or display an
announcement including an appropriate copyright notice and a notice that there is no warranty (or
else, saying that you provide a warranty) and that users may redistribute the program under these
conditions, and telling the user how to view a copy of this License. (Exception: if the Program itself
is interactive but does not normally print such an announcement, your work based on the Program is
not required to print an announcement.)

These requirements apply to the modified work as a whole. If identifiable sections of that work are not

derived from the Program, and can be reasonably considered independent and separate works in

themselves, then this License, and its terms, do not apply to those sections when you distribute them as
separate works. But when you distribute the same sections as part of a whole which is a work based on
the Program, the distribution of the whole must be on the terms of this License, whose permissions for
other licensees extend to the entire whole, and thus to each and every part regardless of who wrote it.

Thus, it is not the intent of this section to claim rights or contest your rights to work written entirely by

you; rather, the intent is to exercise the right to control the distribution of derivative or collective works

based on the Program.

In addition, mere aggregation of another work not based on the Program with the Program (or with a

work based on the Program) on a volume of a storage or distribution medium does not bring the other

work under the scope of this License.

3. You may copy and distribute the Program (or a work based on it, under Section 2) in object code or
executable form under the terms of Sections 1 and 2 above provided that you also do one of the
following:

a) Accompany it with the complete corresponding machine-readable source code, which must be
distributed under the terms of Sections and 2 above on a medium customarily used for software
interchange; or,

b) Accompany it with a written offer, valid for at least three years, to give any third party, for a charge no
more than your cost of physically performing source distribution, a complete machine-readable copy
of the corresponding source code, to be distributed under the terms of Sections 1 and 2 above on a
medium customarily used for software interchange; or,

¢) Accompany it with the information you received as to the offer to distribute corresponding source
code. (This alternative is allowed only for noncommercial distribution and only if you received the
program in object code or executable form with such an offer, in accord with Subsection b above.)

The source code for a work means the preferred form of the work for making modifications to it.

an executable work, complete source code means all the source code for all modules it contains, plus

any associated interface definition files, plus the scripts used to control compilation and installation of

the executable. However, as a special exception, the source code distributed need not include

anything that is normally distributed (in either source or binary form) with the major components

(compiler, kernel, and so on) of the operating system on which the executable runs, unless that

component itself accompanies the executable.

If distribution of executable or object code is made by offering access to copy from a designated place,

then offering equivalent access to copy the source code from the same place counts as distribution of

the source code, even though third parties are not compelled to copy the source along with the object

code.



4. You may not copy, modify, sublicense, or distribute the Program except as expressly provided under
this License. Any attempt otherwise to copy, modify, sublicense or distribute the Program is void,
and will automatically terminate your rights under this License. However, parties who have received
copies, or rights, from you under this License will not have their licenses terminated so long as such
parties remain in full compliance.

5. You are not required to accept this License, since you have not signed it. However, nothing else
grants you permission to modify or distribute the Program or its derivative works. These actions are
prohibited by law if you do not accept this License. Therefore, by modifying or distributing the
Program (or any work based on the Program), you indicate your acceptance of this License to do so,
and all its terms and conditions for copying, distributing or modifying the Program or works based
on it.

6. Each time you redistribute the Program (or any work based on the Program), the recipient
automatically receives a license from the original licensor to copy, distribute or modify the Program
subject to these terms and conditions. You may not impose any further restrictions on the
recipients' exercise of the rights granted herein. You are not responsible for enforcing compliance
by third parties to this License.

7. If, as a consequence of a court judgment or allegation of patent infringement or for any other reason
(not limited to patent issues), conditions are imposed on you (whether by court order, agreement or
otherwise) that contradict the conditions of this License, they do not excuse you from the conditions
of this License. If you cannot distribute so as to satisfy simultaneously your obligations under this
License and any other pertinent obligations, then as a consequence you may not distribute the
Program at all. For example, if a patent license would not permit royalty-free redistribution of the
Program by all those who receive copies directly or indirectly through you, then the only way you
could satisfy both it and this License would be to refrain entirely from distribution of the Program.

If any portion of this section is held invalid or unenforceable under any particular circumstance, the

balance of the section is intended to apply and the section as a whole is intended to apply in other

circumstances.

It is not the purpose of this section to induce you to infringe any patents or other property right claims or

to contest validity of any such claims; this section has the sole purpose of protecting the integrity of the

free software distribution system, which is implemented by public license practices. Many people have
made generous contributions to the wide range of software distributed through that system in reliance
on consistent application of that system; it is up to the author/donor to decide if he or she is willing to
distribute software through any other system and a licensee cannot impose that choice.

This section is intended to make thoroughly clear what is believed to be a consequence of the rest of this

License.

8. If the distribution and/or use of the Program is restricted in certain countries either by patents or by
copyrighted interfaces, the original copyright holder who places the Program under this License may
add an explicit geographical distribution limitation excluding those countries, so that distribution is
permitted only in or among countries not thus excluded. In such case, this License incorporates the
limitation as if written in the body of this License.

9. The Free Software Foundation may publish revised and/or new versions of the General Public License
from time to time. Such new versions will be similar in spirit to the present version, but may differ
in detail to address new problems or concerns.

Each version is given a distinguishing version number. If the Program specifies a version number of this

License which applies to it and "any later version", you have the option of following the terms and



conditions either of that version or of any later version published by the Free Software Foundation. If

the Program does not specify a version number of this License, you may choose any version ever

published by the Free Software Foundation.

10. If you wish to incorporate parts of the Program into other free programs whose distribution
conditions are different, write to the author to ask for permission. For software which is
copyrighted by the Free Software Foundation, write to the Free Software Foundation; we sometimes
make exceptions for this. Our decision will be guided by the two goals of preserving the free status

of all derivatives of our free software and of promoting the sharing and reuse of software generally.

NO WARRANTY

11. BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE, THERE IS NO WARRANTY FOR THE
PROGRAM, TO THE EXTENT PERMITTED BY APPLICABLE LAW. EXCEPT WHEN OTHERWISE STATED
IN WRITING THE COPYRIGHT HOLDERS AND/OR OTHER PARTIES PROVIDE THE PROGRAM "AS IS*
WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING, BUT NOT LIMITED
TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE.
THE ENTIRE RISK AS TO THE QUALITY AND PERFORMANCE OF THE PROGRAM IS WITH YOU.
SHOULD THE PROGRAM PROVE DEFECTIVE, YOU ASSUME THE COST OF ALL NECESSARY SERVICING,
REPAIR OR CORRECTION.

12. IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR AGREED TO IN WRITING WILL ANY
COPYRIGHT HOLDER, OR ANY OTHER PARTY WHO MAY MODIFY AND/OR REDISTRIBUTE THE
PROGRAM AS PERMITTED ABOVE, BE LIABLE TO YOU FOR DAMAGES, INCLUDING ANY GENERAL,
SPECIAL, INCIDENTAL OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OR INABILITY TO
USE THE PROGRAM (INCLUDING BUT NOT LIMITED TO LOSS OF DATA OR DATA BEING RENDERED
INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD PARTIES OR A FAILURE OF THE PROGRAM
TO OPERATE WITH ANY OTHER PROGRAMS), EVEN IF SUCH HOLDER OR OTHER PARTY HAS BEEN
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

END OF TERMS AND CONDITIONS
How to Apply These Terms to Your New Programs
If you develop a new program, and you want it to be of the greatest possible use to the public, the best
way to achieve this is to make it free software which everyone can redistribute and change under these
terms.
To do so, attach the following notices to the program. It is safest to attach them to the start of each
source file to most effectively convey the exclusion of warranty; and each file should have at least the

"copyright" line and a pointer to where the full notice is found.

<one line to give the program's name and a brief idea of what it does.> Copyright (C) <year> <name of

author>

This program is free software; you can redistribute it and/or modify it under the terms of the GNU
General Public License as published by the Free Software Foundation; either version 2 of the License, or

(at your option) any later version.



This program is distributed in the hope that it will be useful, but WITHOUT ANY WARRANTY; without
even the implied warranty of MERCHANTABILITY or FITNESS FOR A PARTICULAR PURPOSE. See the GNU
General Public License for more details.

You should have received a copy of the GNU General Public License along with this program; if not, write
to the Free Software Foundation, Inc., 51 Franklin Street, Fifth Floor, Boston, MA 02110-1301, USA

Also add information on how to contact you by electronic and paper mail. If the program is interactive,

make it output a short notice like this when it starts in an interactive mode:

Gnomovision version 69, Copyright (C) year name of author
Gnomovision comes with ABSOLUTELY NO WARRANTY; for details type ‘show w'.
This is free software, and you are welcome to redistribute it under certain conditions; type “show ¢' for

details.

The hypothetical commands ‘show w' and “show ¢' should show the appropriate parts of the General
Public License. Of course, the commands you use may be called something other than “show w' and
‘show c'; they could even be mouse-clicks or menu items--whatever suits your program.

You should also get your employer (if you work as a programmer) or your school, if any, to sign a

"copyright disclaimer" for the program, if necessary. Here is a sample; alter the names:

Yoyodyne, Inc., hereby disclaims all copyright interest in the program

‘Gnomovision' (which makes passes at compilers) written by James Hacker.

<signature of Ty Coon>, 1 April 1989
Ty Coon, President of Vice

This General Public License does not permit incorporating your program into proprietary programs. If
your program is a subroutine library, you may consider it more useful to permit linking proprietary
applications with the library. If this is what you want to do, use the GNU Lesser General Public License

instead of this License.

LICENSE.LGPLv2.1
GNU LESSER GENERAL PUBLIC LICENSE
Version 2.1, February 1999
Copyright (C) 1991, 1999 Free Software Foundation, Inc. 51 Franklin Street, Fifth Floor, Boston, MA
02110-1301 USA Everyone is permitted to copy and distribute verbatim copies of this license document,
but changing it is not allowed. [This is the first released version of the Lesser GPL. [t also counts as the

successor of the GNU Library Public License, version 2, hence the version number 2.1.]

Preamble
The licenses for most software are designed to take away your freedom to share and change it. By
contrast, the GNU General Public Licenses are intended to guarantee your freedom to share and change
free software--to make sure the software is free for all its users.
This license, the Lesser General Public License, applies to some specially designated software

packages--typically libraries--of the Free Software Foundation and other authors who decide to use it.



You can use it too, but we suggest you first think carefully about whether this license or the ordinary
General Public License is the better strategy to use in any particular case, based on the explanations
below.

When we speak of free software, we are referring to freedom of use, not price. Our General Public
Licenses are designed to make sure that you have the freedom to distribute copies of free software (and
charge for this service if you wish); that you receive source code or can get it if you want it; that you can
change the software and use pieces of it in new free programs; and that you are informed that you can
do these things.

To protect your rights, we need to make restrictions that forbid distributors to deny you these rights or to
ask you to surrender these rights. These restrictions translate to certain responsibilities for you if you
distribute copies of the library or if you modify it.

For example, if you distribute copies of the library, whether gratis or for a fee, you must give the
recipients all the rights that we gave you. You must make sure that they, too, receive or can get the
source code. If you link other code with the library, you must provide complete object files to the
recipients, so that they can relink them with the library after making changes to the library and
recompiling it. And you must show them these terms so they know their rights.

We protect your rights with a two-step method: (1) we copyright the library, and (2) we offer you this
license, which gives you legal permission to copy, distribute and/or modify the library.

To protect each distributor, we want to make it very clear that there is no warranty for the free library.
Also, if the library is modified by someone else and passed on, the recipients should know that what they
have is not the original version, so that the original author's reputation will not be affected by problems
that might be introduced by others.

Finally, software patents pose a constant threat to the existence of any free program. We wish to make
sure that a company cannot effectively restrict the users of a free program by obtaining a restrictive
license from a patent holder. Therefore, we insist that any patent license obtained for a version of the
library must be consistent with the full freedom of use specified in this license.

Most GNU software, including some libraries, is covered by the ordinary GNU General Public License.
This license, the GNU Lesser General Public License, applies to certain designated libraries, and is quite
different from the ordinary General Public License. We use this license for certain libraries in order to
permit linking those libraries into non-free programs.

When a program is linked with a library, whether statically or using a shared library, the combination of
the two is legally speaking a combined work, a derivative of the original library. The ordinary General
Public License therefore permits such linking only if the entire combination fits its criteria of freedom.
The Lesser General Public License permits more lax criteria for linking other code with the library.

We call this license the "Lesser" General Public License because it does Less to protect the user's freedom
than the ordinary General Public License. It also provides other free software developers Less of an
advantage over competing non-free programs. These disadvantages are the reason we use the ordinary
General Public License for many libraries. However, the Lesser license provides advantages in certain
special circumstances.

For example, on rare occasions, there may be a special need to encourage the widest possible use of a
certain library, so that it becomes a de-facto standard. To achieve this, non-free programs must be
allowed to use the library. A more frequent case is that a free library does the same job as widely used
non-free libraries. In this case, there is little to gain by limiting the free library to free software only, so

we use the Lesser General Public License.



In other cases, permission to use a particular library in non-free programs enables a greater number of
people to use a large body of free software. For example, permission to use the GNU C Library in
non-free programs enables many more people to use the whole GNU operating system, as well as its
variant, the GNU/Linux operating system.

Although the Lesser General Public License is Less protective of the users' freedom, it does ensure that the
user of a program that is linked with the Library has the freedom and the wherewithal to run that
program using a modified version of the Library.

The precise terms and conditions for copying, distribution and modification follow. Pay close attention
to the difference between a "work based on the library" and a "work that uses the library". The former
contains code derived from the library, whereas the latter must be combined with the library in order to

run.

GNU LESSER GENERAL PUBLIC LICENSE
TERMS AND CONDITIONS FOR COPYING, DISTRIBUTION AND MODIFICATION
0. This License Agreement applies to any software library or other program which contains a notice
placed by the copyright holder or other authorized party saying it may be distributed under the

terms of this Lesser General Public License (also called "this License"). Each licensee is addressed as

you".

A "library" means a collection of software functions and/or data prepared so as to be conveniently linked

with application programs (which use some of those functions and data) to form executables.

The "Library", below, refers to any such software library or work which has been distributed under these

terms. A "work based on the Library" means either the Library or any derivative work under copyright

law: that is to say, a work containing the Library or a portion of it, either verbatim or with modifications
and/or translated straightforwardly into another language. (Hereinafter, translation is included without
limitation in the term "modification".)

"Source code" for a work means the preferred form of the work for making modifications to it. For a

library, complete source code means all the source code for all modules it contains, plus any associated

interface definition files, plus the scripts used to control compilation and installation of the library.

Activities other than copying, distribution and modification are not covered by this License; they are

outside its scope. The act of running a program using the Library is not restricted, and output from such

a program is covered only if its contents constitute a work based on the Library (independent of the use

of the Library in a tool for writing it). Whether that is true depends on what the Library does and what

the program that uses the Library does.

1. You may copy and distribute verbatim copies of the Library's complete source code as you receive it, in
any medium, provided that you conspicuously and appropriately publish on each copy an
appropriate copyright notice and disclaimer of warranty; keep intact all the notices that refer to this
License and to the absence of any warranty; and distribute a copy of this License along with the
Library.

You may charge a fee for the physical act of transferring a copy, and you may at your option offer

warranty protection in exchange for a fee.

2. You may modify your copy or copies of the Library or any portion of it, thus forming a work based on
the Library, and copy and distribute such modifications or work under the terms of Section 1 above,
provided that you also meet all of these conditions:

a) The modified work must itself be a software library.



b) You must cause the files modified to carry prominent notices stating that you changed the files and the
date of any change.

¢) You must cause the whole of the work to be licensed at no charge to all third parties under the terms
of this License.

d) If a facility in the modified Library refers to a function or a table of data to be supplied by an
application program that uses the facility, other than as an argument passed when the facility is
invoked, then you must make a good faith effort to ensure that, in the event an application does
not supply such function or table, the facility still operates, and performs whatever part of its
purpose remains meaningful.

(For example, a function in a library to compute square roots has a purpose that is entirely well-defined

independent of the application. Therefore, Subsection 2d requires that any application-supplied

function or table used by this function must be optional: if the application does not supply it, the square

root function must still compute square roots.)

These requirements apply to the modified work as a whole. If identifiable sections of that work are
not derived from the Library, and can be reasonably considered independent and separate works in
themselves, then this License, and its terms, do not apply to those sections when you distribute them
as separate works. But when you distribute the same sections as part of a whole which is a work
based on the Library, the distribution of the whole must be on the terms of this License, whose
permissions for other licensees extend to the entire whole, and thus to each and every part regardless

of who wrote it.

Thus, it is not the intent of this section to claim rights or contest your rights to work written entirely by
you; rather, the intent is to exercise the right to control the distribution of derivative or collective

works based on the Library.

In addition, mere aggregation of another work not based on the Library with the Library (or with a

work based on the Library) on a volume of a storage or distribution medium does not bring the other

work under the scope of this License.

3. You may opt to apply the terms of the ordinary GNU General Public License instead of this License to a
given copy of the Library. To do this, you must alter all the notices that refer to this License, so that
they refer to the ordinary GNU General Public License, version 2, instead of to this License. (If a
newer version than version 2 of the ordinary GNU General Public License has appeared, then you can
specify that version instead if you wish.) Do not make any other change in these notices.

Once this change is made in a given copy, it is irreversible for that copy, so the ordinary GNU General

Public License applies to all subsequent copies and derivative works made from that copy.

This option is useful when you wish to copy part of the code of the Library into a program that is not a

library.

4. You may copy and distribute the Library (or a portion or derivative of it, under Section 2) in object code
or executable form under the terms of Sections 1 and 2 above provided that you accompany it with
the complete corresponding machine-readable source code, which must be distributed under the
terms of Sections 1 and 2 above on a medium customarily used for software interchange.

If distribution of object code is made by offering access to copy from a designated place, then offering

equivalent access to copy the source code from the same place satisfies the requirement to distribute the

source code, even though third parties are not compelled to copy the source along with the object code.



5. A program that contains no derivative of any portion of the Library, but is designed to work with the
Library by being compiled or linked with it, is called a "work that uses the Library". Such a work, in
isolation, is not a derivative work of the Library, and therefore falls outside the scope of this License.

However, linking a "work that uses the Library" with the Library creates an executable that is a derivative

of the Library (because it contains portions of the Library), rather than a "work that uses the library".

The executable is therefore covered by this License. Section 6 states terms for distribution of such

executables.

When a "work that uses the Library" uses material from a header file that is part of the Library, the

object code for the work may be a derivative work of the Library even though the source code is not.

Whether this is true is especially significant if the work can be linked without the Library, or if the work is

itself a library. The threshold for this to be true is not precisely defined by law.

If such an object file uses only numerical parameters, data structure layouts and accessors, and small

macros and small inline functions (ten lines or less in length), then the use of the object file is

unrestricted, regardless of whether it is legally a derivative work. (Executables containing this object

code plus portions of the Library will still fall under Section 6.)

Otherwise, if the work is a derivative of the Library, you may distribute the object code for the work

under the terms of Section 6. Any executables containing that work also fall under Section 6, whether or

not they are linked directly with the Library itself.

6. As an exception to the Sections above, you may also combine or link a "work that uses the Library"
with the Library to produce a work containing portions of the Library, and distribute that work
under terms of your choice, provided that the terms permit modification of the work for the
customer's own use and reverse engineering for debugging such modifications.

You must give prominent notice with each copy of the work that the Library is used in it and that the

Library and its use are covered by this License. You must supply a copy of this License. If the work

during execution displays copyright notices, you must include the copyright notice for the Library among

them, as well as a reference directing the user to the copy of this License. Also, you must do one of
these things:

a) Accompany the work with the complete corresponding machine-readable source code for the Library
including whatever changes were used in the work (which must be distributed under Sections 1 and
2 above); and, if the work is an executable linked with the Library, with the complete
machine-readable "work that uses the Library", as object code and/or source code, so that the user
can modify the Library and then relink to produce a modified executable containing the modified
Library. (It is understood that the user who changes the contents of definitions files in the Library
will not necessarily be able to recompile the application to use the modified definitions.)

b) Use a suitable shared library mechanism for linking with the Library. A suitable mechanism is one that
(1) uses at run time a copy of the library already present on the user's computer system, rather than
copying library functions into the executable, and (2) will operate properly with a modified version
of the library, if the user installs one, as long as the modified version is interface-compatible with the
version that the work was made with.

¢) Accompany the work with a written offer, valid for at least three years, to give the same user the
materials specified in Subsection 6a, above, for a charge no more than the cost of performing this
distribution.

d) If distribution of the work is made by offering access to copy from a designated place, offer equivalent

access to copy the above specified materials from the same place.



e) Verify that the user has already received a copy of these materials or that you have already sent this

user a copy.
For an executable, the required form of the "work that uses the Library" must include any data and
utility programs needed for reproducing the executable from it. However, as a special exception, the
materials to be distributed need not include anything that is normally distributed (in either source or
binary form) with the major components (compiler, kernel, and so on) of the operating system on

which the executable runs, unless that component itself accompanies the executable.

It may happen that this requirement contradicts the license restrictions of other proprietary libraries

that do not normally accompany the operating system. Such a contradiction means you cannot use

both them and the Library together in an executable that you distribute.

7. You may place library facilities that are a work based on the Library side-by-side in a single library
together with other library facilities not covered by this License, and distribute such a combined
library, provided that the separate distribution of the work based on the Library and of the other
library facilities is otherwise permitted, and provided that you do these two things:

a) Accompany the combined library with a copy of the same work based on the Library, uncombined with
any other library facilities. This must be distributed under the terms of the Sections above.

b) Give prominent notice with the combined library of the fact that part of it is a work based on the
Library, and explaining where to find the accompanying uncombined form of the same work.

8. You may not copy, modify, sublicense, link with, or distribute the Library except as expressly provided
under this License. Any attempt otherwise to copy, modify, sublicense, link with, or distribute the
Library is void, and will automatically terminate your rights under this License. However, parties
who have received copies, or rights, from you under this License will not have their licenses
terminated so long as such parties remain in full compliance.

9. You are not required to accept this License, since you have not signed it. However, nothing else
grants you permission to modify or distribute the Library or its derivative works. These actions are
prohibited by law if you do not accept this License. Therefore, by modifying or distributing the
Library (or any work based on the Library), you indicate your acceptance of this License to do so, and
all its terms and conditions for copying, distributing or modifying the Library or works based on it.

10. Each time you redistribute the Library (or any work based on the Library), the recipient automatically
receives a license from the original licensor to copy, distribute, link with or modify the Library
subject to these terms and conditions. You may not impose any further restrictions on the
recipients' exercise of the rights granted herein. You are not responsible for enforcing compliance
by third parties with this License.

11. If, as a consequence of a court judgment or allegation of patent infringement or for any other
reason (not limited to patent issues), conditions are imposed on you (whether by court order,
agreement or otherwise) that contradict the conditions of this License, they do not excuse you from
the conditions of this License. If you cannot distribute so as to satisfy simultaneously your
obligations under this License and any other pertinent obligations, then as a consequence you may
not distribute the Library at all. For example, if a patent license would not permit royalty-free
redistribution of the Library by all those who receive copies directly or indirectly through you, then
the only way you could satisfy both it and this License would be to refrain entirely from distribution

of the Library.



If any portion of this section is held invalid or unenforceable under any particular circumstance, the
balance of the section is intended to apply, and the section as a whole is intended to apply in other
circumstances.

It is not the purpose of this section to induce you to infringe any patents or other property right claims or

to contest validity of any such claims; this section has the sole purpose of protecting the integrity of the

free software distribution system which is implemented by public license practices. Many people have
made generous contributions to the wide range of software distributed through that system in reliance
on consistent application of that system; it is up to the author/donor to decide if he or she is willing to
distribute software through any other system and a licensee cannot impose that choice.

This section is intended to make thoroughly clear what is believed to be a consequence of the rest of this

License.

12. If the distribution and/or use of the Library is restricted in certain countries either by patents or by
copyrighted interfaces, the original copyright holder who places the Library under this License may
add an explicit geographical distribution limitation excluding those countries, so that distribution is
permitted only in or among countries not thus excluded. In such case, this License incorporates the
limitation as if written in the body of this License.

13. The Free Software Foundation may publish revised and/or new versions of the Lesser General Public
License from time to time. Such new versions will be similar in spirit to the present version, but may
differ in detail to address new problems or concerns.

Each version is given a distinguishing version number. If the Library specifies a version number of this

License which applies to it and "any later version", you have the option of following the terms and

conditions either of that version or of any later version published by the Free Software Foundation. If

the Library does not specify a license version number, you may choose any version ever published by the

Free Software Foundation.

14. If you wish to incorporate parts of the Library into other free programs whose distribution
conditions are incompatible with these, write to the author to ask for permission. For software
which is copyrighted by the Free Software Foundation, write to the Free Software Foundation; we
sometimes make exceptions for this. Our decision will be guided by the two goals of preserving the
free status of all derivatives of our free software and of promoting the sharing and reuse of

software generally.

NO WARRANTY

15. BECAUSE THE LIBRARY IS LICENSED FREE OF CHARGE, THERE IS NO WARRANTY FOR THE LIBRARY,
TO THE EXTENT PERMITTED BY APPLICABLE LAW. EXCEPT WHEN OTHERWISE STATED IN WRITING
THE COPYRIGHT HOLDERS AND/OR OTHER PARTIES PROVIDE THE LIBRARY "AS IS" WITHOUT
WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE
IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE. THE
ENTIRE RISK AS TO THE QUALITY AND PERFORMANCE OF THE LIBRARY IS WITH YOU. SHOULD THE
LIBRARY PROVE DEFECTIVE, YOU ASSUME THE COST OF ALL NECESSARY SERVICING, REPAIR OR
CORRECTION.

16. IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR AGREED TO IN WRITING WILL ANY
COPYRIGHT HOLDER, OR ANY OTHER PARTY WHO MAY MODIFY AND/OR REDISTRIBUTE THE
LIBRARY AS PERMITTED ABOVE, BE LIABLE TO YOU FOR DAMAGES, INCLUDING ANY GENERAL,



SPECIAL, INCIDENTAL OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OR INABILITY TO
USE THE LIBRARY (INCLUDING BUT NOT LIMITED TO LOSS OF DATA OR DATA BEING RENDERED
INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD PARTIES OR A FAILURE OF THE LIBRARY TO
OPERATE WITH ANY OTHER SOFTWARE), EVEN IF SUCH HOLDER OR OTHER PARTY HAS BEEN
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.
END OF TERMS AND CONDITIONS
How to Apply These Terms to Your New Libraries
If you develop a new library, and you want it to be of the greatest possible use to the public, we
recommend making it free software that everyone can redistribute and change. You can do so by
permitting redistribution under these terms (or, alternatively, under the terms of the ordinary General
Public License).
To apply these terms, attach the following notices to the library. It is safest to attach them to the start
of each source file to most effectively convey the exclusion of warranty; and each file should have at least

the "copyright" line and a pointer to where the full notice is found.

<one line to give the library's name and a brief idea of what it does.> Copyright (C) <year> <name of

author>

This library is free software; you can redistribute it and/or modify it under the terms of the GNU Lesser
General Public License as published by the Free Software Foundation; either version 2.1 of the License, or
(at your option) any later version.

This library is distributed in the hope that it will be useful, but WITHOUT ANY WARRANTY; without even
the implied warranty of MERCHANTABILITY or FITNESS FOR A PARTICULAR PURPOSE. See the GNU
Lesser General Public License for more details.

You should have received a copy of the GNU Lesser General Public License along with this library; if not,
write to the Free Software Foundation, Inc., 51 Franklin Street, Fifth Floor, Boston, MA  02110-1301
USA

Also add information on how to contact you by electronic and paper mail.

You should also get your employer (if you work as a programmer) or your school, if any, to sign a

"copyright disclaimer" for the library, if necessary. Here is a sample; alter the names:
Yoyodyne, Inc., hereby disclaims all copyright interest in the library "Frob' (a library for tweaking knobs)
written by James Random Hacker.

<signature of Ty Coon>, 1 April 1990 Ty Coon, President of Vice

That's all there is to it!



